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Five bilingual language resources for the cybersecurity 
domain are deposited in CLARIN-LT repository, two more 

are being prepared for the depositing.
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Language resources for the Cybersecurity (CS) 
domain are being created as an integral part of 
the project and its post-project activities on CS 

terminology.
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Why Cybersecurity (CS)?

Relevance – global digital connectivity 
& cloud-based services
Security – challenges of securing 
sensitive data
Dynamics – rapid evolution of the 
domain
Standardisation – need to harmonise 
Lithuanian terminology
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Application of Language Resources (LR):

Technology

• Development 
of deep
learning 
systems for 
automatic
term
extraction

Terminology 
Management

• Creation of a 
bilingual 
termbase

Terminology 
Research

• Analysis of 
conceptual, 
linguistic & 
pragmatic 
aspects

• Analysis of 
sociolinguistic
aspects
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Parallel and comparable corpora



8

Corpora in CLARIN-LT 
repository

English-Lithuanian comparable and 
parallel corpora are openly available 
in the CLARIN-LT repository:

• Comparable corpus: plain 
texts and morphologically 
annotated texts

• Parallel corpora: aligned TMX 
files (the 1st version and the 
updated 2nd version)
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Corpora on Sketch Engine platform
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Texts types in corpora

EN-LT Parallel corpus (Version 2) EN-LT Comparable corpus

2m words 4m words

Period: 2006-2022
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CYBERSECURITY RESOURCE SYSTEM
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Bilingual terminology database
(lexical-conceptual resource)
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Bilingual CS Termbase Available Online:

CLARIN-LT repository – in TBX format for machine learning and AI 
development

Terminologue platform (administered by Dublin City University) – 
user-friendly format for terminology users: translators, editors, CS 
students and professionals, and other Internet users
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English-Lithuanian CS termbase in the CLARIN-LT repository in 
TBX (termbase exchange) format  used for representing and 
exchanging terminological data in a structured XML format.

<termEntry id="eid-61">
          <descrip type="subjectField">Kibernetiniai 
incidentai » Veiklos</descrip>
          <langSet xml:lang="lt">
              <ntig>
                  <termGrp>
                      <term>kibernetinė ataka</term>
                      <termNote 
type="normativeAuthorization">*****</termNote>
                  </termGrp>
              </ntig>
              <ntig>
                  <termGrp>
                      <term>kibernetinis išpuolis</term>
                      <termNote 
type="normativeAuthorization">****</termNote>
                  </termGrp>
              </ntig>
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English-Lithuanian CS termbase on Terminologue platform 
in a web-based user-oriented format
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Macrostructure of the termbase
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Microstructure of a termbase 
(structure of a terminological entry)
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Microstructure of the termbase
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Statistics of the current terminological data in the termbase:

233 concepts
514 LT terms,   414 EN terms

The number of entries is expected to increase considerably by the end of 2025, with a total of 500 
entries planned.
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Ongoing Work on the Termbase:

Work on Existing Entries:

• Refinement of thematic grouping of concepts

• Refinement of definitions according to ISO standards

• Enrichment of examples based on updated corpora

• Creation of structured format for source data

• Update of frequency labels of existing terms

Work on New Entries:

• Extension of concept index based on updated corpora

• Collection and structuring of necessary data for new concept entries

Additional Work:

• Comparison with Terminų bankas and IATE datasets
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Survey dataset
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The survey dataset is available in the 
CLARIN-LT repository in TSV (Tab-Separated 
Values) format, which can be opened in 
spreadsheet programs or read by 
programming languages. All responses are 
anonymous.
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The aims of the survey

The aim of the survey was to 
investigate terminology preferences of 

different user groups, including the 
choice or proposal of the most suitable 

terms for given concepts and the 
rationale behind these selections.
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Concepts selected for the terminology survey

Concept 1 ‘cyberattack’ Concept 6 ‘phishing’

Concept 2 ‘spam’ Concept 7 ‘botnet’

Concept 3 ‘denial-of-service attack’ Concept 8 ‘hacker’

Concept 4 ‘man-in-the-middle attack’ Concept 9 ‘honeypot method’

Concept 5 ‘brute force attack’ Concept 10 ‘zero-day vulnerability’
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‘Zero-day 
vulnerability’

Sąvokos apibrėžtis: ką tik išsiaiškinta, bet dar nespėta pašalinti sistemos ar įrenginio 
saugumo spraga (šaltinis: IATE). 
Angliškas terminas: zero-day vulnerability

Concept definition: vulnerability in a system or device that has been disclosed but is 

not yet patched (source: IATE) 

English term: zero-day vulnerability

Which term, in your opinion, is most suitable to desingate this concept? Why have you chosen this term / proposed your variant? (you can select several reasons)
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Sample of the survey

593 respondents
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Preferences of the synonymous terms
(Zero-day vulnerability)

0% 5% 10% 15% 20% 25% 30% 35% 40% 45% 50%

ką tik nustatytas
pažeidžiamumas

„zero-day“ pažeidžiamumas / 
„zero-day“ spraga

nulinės dienos pažeidžiamumas
/ nulinės dienos spraga

Concept 10: Students and Graduates

Students Graduates

0% 5% 10% 15% 20% 25% 30% 35% 40% 45%

ką tik nustatytas
pažeidžiamumas

„zero-day“ pažeidžiamumas / 
„zero-day“ spraga

nulinės dienos pažeidžiamumas
/ nulinės dienos spraga

Concept 10: Experts and General Public

General Public Experts
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Reasons for selecting terms
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designations were 
proposed by 
respondents.
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Future plans
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Future plans:

- Parallel LT-EN corpus (Lithuanian national documents and 
their translations to EN)

- Version 2 of Comparable corpus

- Manually annotated training corpus

- Version 2 of termbase tbx

- Application of LLOD technologies for linking the LR with 
other resources on the web.
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